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economic value added  
by digitization by 2020 

mobile data traffic  
in 2020 (CAGR 53%)  

IT Expenditures for Industry 
4.0  in 2019 (CAGR 18%) 

European IoT market revenues 
by 2020 

devices connected to  
the internet 2020 

Invest in Industry 4.0  
in Germany (2015 ) 

of german companies are 
having concerns regarding 
data security 

of German companies are 
oblivious to IoT 

of collected data is analyzed  

of all Shop Floors are 
using Cloud Computing 

Potential Reality 

Digitalization 2016 



4 Pillars to enable Digitalization 
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Future-
Proven 4 

DTAG‘s customers Customer Problems 4 Pillars 

“I do not know what I need, can you 
help me with my digitization 
sTrATeGy?” 

“I want to visibly see what and 
how my machines are doing, so I can 
proactively act.” 

“I want my data to be securely 
locked. Can I make sure that I 
always control and own my data?” 

“I want my machines to speak 
with me.” 

“Too many specialized providers on 
the market, can I buy 
everyThinG from you?” 

…Among many others 



easy to use 

4 

Keep solutions easy to use and try it out 

Parameter analyzis 

analyzis of collected data 

Pattern recognition 

and Action triggering 

Predictive 
Maintenance 

IoT LAB 
approach 

Modern design lab Differentiator 

 One focus week with results and a 

working prototype 

 Design Thinking with customers 
and partners 

 Rapid Prototyping & Hackathons 

 We offer and combine the best of 

breed 

 We work with modules and offer 
E2E  

 Micro-Factory Booster 

DATA POOLING  

Collecting & Transmitting 



Reduced Complexity 
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One-Stop IoT Shop  

best of breed ecosystem in a leading edge design out of one hand 

IOT Platform 
Services 

PaaS/ 
IaaS 

DT DATA CENTER 

IoT Stack 

 Best Analytic, ML and & AI 
capability with a German 
data trustee 
 Best IoT services maturity 

on a partner platform so 
far 

IoT Stack 

 Stack for Devices & 
Gateway Management 
 Gateway as a Service 

Model 
 Sensor Networks 

IoT Stack 

 Stack for Devices & 
Gateway Management 
 Sensor Networks 

 The Multi IoT Service 
Platform is a best of 
breed composition 

 Integration with                
T-Connectivity 

 Fast & accelerating 
Product Development 
Times (2-3 Months) 
 

 For product-leverage and 
acceleration 

 DTAG-proven security 
 Operated by DTAG 

MISP 
One-Stop IoT Shop 

Open 

Telekom 

Cloud 

Customer 



affordable 
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NB-IoT: the Game Changer 
Low Cost, Low Bandwidth, High Speed, Massive Digitalization 

Low power consumption  

long battery lifetime  
(10 years,  2 AA batteries) 

Deep indoor penetration, 
extended coverage 

+ 20dB link budget  
compared to GSM 

Low cost 

Target for modems (<€4**) 

Low data rates 

600 bit/s up to few 100 kbit/s* 

Bi-directional 
communication 

Uplink and Downlink  
(Software Updates) 

Public network  

in operator managed  
licensed spectrum 

Lte based security 

SIM based, authentication, 
integrity, ciphering 

standardized 

3GPP Release 13 

High number of devices 

~100.000 connected per cell 

Ease of use 

Direct use – no coupling to HUB  
(e.g. router, Smartphone) 

*depends on cell load and radio condition **Industry target and requirement in 3GPP. Has to be approved by module suppliers. 



Future-Proven 

5G will support mobile broadband growth, expand into new use cases and 
enable new business models 

5G ENABLED 
BUSINESS 
MODELS 

Connectivity 
Differentiated 

Platform 
IaaS & PaaS 

Network 
Network Slices 

5G 

5G ENABLED 
USE CASES 

Ultra 

Mobile 

Broadband 

Ultra 

reliable 

Coms 

Massive 

Internet of 

Things 

Bandwidth 

Latency 

Reliability # of devices 

Cost-power 

Density 

Tomorrow 

Reality-based 

Today 

app-based 

Yesterday 

Browser-based 

Latency > 30ms 20-30ms > 1ms 



Thank you 

Collaboration is key 



Backup 



Devices 

Health Care 

Incidents & breaches 

Industrial IoT 

Autonomous Hacking 

Cyber Attacks 

Secure 
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State-of-the-Art Security in german cloud 

incl. Data Trustee concept secures customer data 

78% 
are crime or espionage 

related 
June 2016 – www.hackmageddon.com 

Over 

60% 
provide user interfaces that 
were vulnerable 
2015 HPE IoT Research Study 

70% 
of organizations report having 
been compromised in 2015 

2015 Cyberthreat Defense Report 

24% 
of cyber attacks manufacturing, 
transportation, utilities 

June 2016 – www.hackmageddon.com 

2016 
machines close and search for 
security hazards automatically 

2016 – DARPA Cyber Grand Challenge 

Year 40 
have hard-coded 
passwords 

 
2013 - C ICS-ALERT-13-164-01 

Vendors 

300+ 
medical devices  



Secure 

11 

Secure connectivity and encrypted data transfer provided by DT networks 

DTAG 

DT Networks Secure hosting in Biere 



IT vs. OT 
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Connecting Information- and Operational Technology enables 
intelligent data analysis and process control.  

Connectivity 

Devices 

Applicaitons 

Consulting 

Cloud & IOT End-2-End 
Integration 

& Security 

Connecting both worlds increases the risk of security gaps. 

DTAG closes the gap 

as E2E Provider 
with high security 

data center and 

data security 
„made in germany“ 

An Industrial 
Internet is not 

possible if IT and 
OT work in silos 

IT has to 
think as OT 
does and 
vice versa 

For the last 50 
years, IT and OT 
have remained 
separate and 

different worlds 



Für viel Bier braucht 
man viel Platz  

Damit jeder das Bier  
bekommt, das ihm am  
besten schmeckt! 

Wir hAben bier „smArT“ gemacht! 

108 
Liter / p.A. 

 

53 
Biersorten ×6 

Lagerlogistik 



…miT schlAuen, DiGiTAlen lösunGen 

 

digitale 
Lagerverwaltung 

 

intelligentes 
Staplerleitsystem 

 

M2M & Lasertechnologie 
mit ERP-System verknüpft 



…für DeuTlichen KunDennuTzen 

+13% 
Hektoliter 

+23% 
Lagerkapazität -20% 

Leerfahrten 

-15% 
CO2 Emission 



60% 
Fehlerhafte 
Fahrstühle 

 
 

Der Ausfall eines Fahrstuhls wird statistisch  
erst nach mehreren Stunden bemerkt 



Ein smarter Aufzug meldet einen 
Ausfall nicht nur in echTzeiT… 

 
 

Wartung 

Temperatur 

Türschliess-
vorgANG  

Gewicht 

 
 



…sonDern erkennt  
Fehler bevor sie zu  
Ausfallzeiten führen 

 
 
 
 



73% 
 

investieren lieber  
in Sicherheit,  

bevor Sensorik oder 
Netze angeschafft  

werden 

5% 
 

der Befragten schöpfen 
IoT-Potenziale 

aus 

76% 
 

der Befragten 
 erwarten von ihrem  

Cloud-Anbieter 
deutsche 

Rechenzentren 

95% 
Entwicklungs-  

Potential 

Sind meine Daten sicher?  
Was ist die richtige IoT-Strategie? 



 
Skalierbare Cloud-Lösungen für optimale 
Voraussetzungen im globalen Wettbewerb  

Flexibles  
Produktportfolio 

Schnelle  
Produktionsabläufe 

Predictive  
Maintenance 

Sicherheit 

Data  
analytics 


